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* * * First change* * * *
4.3.4
Usage monitoring control requirements

The requirements to monitor, both volume and time usage, and report the accumulated usage of network resources apply for PDU Sessions of type IP and Ethernet.

It shall be possible to apply usage monitoring for the accumulated usage of network resources on a per Session and user basis. This capability is required for enforcing dynamic policy decisions based on the total network usage in real-time.

The PCF that uses usage monitoring for making dynamic policy decisions shall set and send the applicable thresholds to the SMF for monitoring. The usage monitoring thresholds shall be based either on time, or on volume. The PCF may send both thresholds to the SMF. The SMF shall notify the PCF when a threshold is reached and report the accumulated usage since the last report for usage monitoring. If both time and volume thresholds were provided to the SMF, the accumulated usage since last report shall be reported when either the time or the volume thresholds are reached.

NOTE:
There are reasons other than reaching a threshold that can cause the SMF to report accumulated usage to the PCF as defined in clauses 6.2.2.3.
The usage monitoring capability shall be possible for an individual or a group of service data flow(s), or for all traffic of a PDU Session in the SMF. When usage monitoring for all traffic of a PDU Session is enabled, it shall be possible to exclude an individual SDF or a group of service data flow(s) from the usage monitoring for all traffic of this PDU Session. It shall be possible to activate usage monitoring both to service data flows associated with predefined PCC rules and dynamic PCC rules, including rules with deferred activation and/or deactivation times while those rules are active.

If service data flow(s) need to be excluded from PDU Session level usage monitoring and PDU Session level usage monitoring is enabled, the PCF shall be able to provide the an indication of exclusion from session level monitoring associated with the respective PCC rule(s).

It shall be possible to apply different usage monitoring depending on the access used to carry a Service Data Flow.
* * * Second change* * * *
5.1
General

This specification describes the policy and charging control framework for the 5G system. The interaction between network functions is represented in two ways.
-
A service-based representation, where network functions enable other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, which shows that interactions exist between those network functions for which a reference point is depicted between them.


* * * Third change* * * *
6.1.3.1
General

The session management related policy control functionality of the Policy and Charging control framework for the 5G system provides the functions for policy and charging control as well as event reporting for service data flows. It also provides functionality to control traffic steering, switching and splitting within a MA PDU Session.

The PCF evaluates operator policies that are triggered by events received from the AF, from the SMF, from the AMF from the CHF as well as changes in User subscription Profile.

NOTE 1:
The details for credit management and reporting are defined in SA WG5 specification.

NOTE 2:
In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

NOTE 3:
Policy control in multiple administrative areas is not defined in this release.
NOTE 4:
Events received from the AF include changes in global policy related instructions (as described in TS 23.501 [2] clause 5.6.7).
The following clauses describe the most relevant session management related functionality in detail.
* * * End of the changes* * * *
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